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                    We understand that your privacy and the security of your personal information is extremely important. This notice sets out what we do with your personal information, what we do to keep it secure, from where and how we collect it, as well as your rights in relation to the personal information we hold about you. This notice contains some important information so please read it carefully.


Here are the things we think you’d really want to know:


	
		Fintel plc is currently made up of: Fintel plc (holding company) and the following subsidiary businesses:


		
			
					Simply Biz Ltd
	Simply Biz Support Ltd
	Simply Biz Services Ltd (including Compliance First, SimplyBiz Investment Services and Consumer Credit Centre)
	Simply Biz Mortgages Ltd
	Financial Intermediary & Broker Association Ltd
	Home Information Group Ltd (including Sonas and Gateway Surveyors Ltd)
	APS Legal and Associates Ltd
	SIFA Ltd


			


			
					Verbatim Asset Management Ltd
	Verbatim Adviser Services Ltd
	Verbatim Portfolio Management Ltd
	Verbatim Investments Ltd
	New Model Business Academy Ltd
	Zest Technology Ltd and
	Landmark Surveyors Ltd


			

		

	
	Your personal information is, where appropriate, shared within Fintel plc.
	We do use a number of third parties to process your personal information on our behalf however, we have processes in place to ensure they also maintain the security of your information.
	You have a number of rights over your personal information. How you can exercise these rights is set out in this notice.
	We do send direct marketing, if we’re allowed to and we do this to encourage you to make best use of our products and services by sending you offers and ideas that we feel will be of benefit to you. If you want us to stop then just let us know.
	We will limit the collection and processing of Sensitive Information (as defined under the General Data Protection Regulation (GDPR) as much as is practically possible.



Who are we?


When we say ‘we’ or ‘us’ in this policy, we’re referring to the separate and distinct legal entities that make up Fintel plc from time to time. Which of the Group Companies controls your personal information may depend on the services you are using or contacting us regarding. If you would like more information about which Group Company processes and controls your data, you can contact us by one of the means set out in the “Contact Us” section below.


Contact us


Our registered address is: Fintel House, St Andrew's Road, Huddersfield HD1 6NA.


You can contact us in the following ways:


	By writing to The Data Protection Officer the above address
	By emailing us at DPO@fintelplc.com
	By telephoning us on 01484 439 100



What sorts of personal information do we hold?


	Information that you provide to us such as your name, address, date of birth, telephone number, email address, bank account and payment card details and any feedback you give to us, including by phone, email, post, or when you communicate with us via social media;
	Information about the services that we provide to you (including for example, the things we have provided to you, when and where, what you paid, the way you use our products and services, and so on);
	Information required to make decisions about your application for certain products and services offered by the Group such as your employment details, financial position, information taken from identification documents such as your passport or driving licence, your insurance, criminal and medical history, and details about additional insured parties
	Your account login details for our services, including your user name and chosen password;
	Information about whether or not you want to receive marketing communications from us;
	Information about any device you have used to access our Services (such as your device’s make and model, browser or IP address) and also how you use our Services. For example, we try to identify which of our apps you use and when and how you use them. If you use our websites, we try to identify when and how you use those websites too;
	Your contact details and details of the emails and other electronic communications you receive from us, including whether that communication has been opened and if you have clicked on any links within that communication. We want to make sure that our communications are useful for you, so if you don’t open them or don’t click on any links in them, we know we need to improve our Services; and
	Information from other sources such as specialist companies that provide customer information (like credit reference agencies such as Experian, fraud prevention agencies, claims databases, marketing and research companies) and social media providers, as well as information that is publicly available.



Further information about the specific types of information that we collect and process are set out in the “How we use your information” section below.


Our legal basis for processing your personal information


Whenever we process your personal information we have to have something called a “legal basis” for what we do. The different legal basis we rely on include:


Consent: You have agreed to us processing your personal information for a specific purpose;

	Legitimate interests: The processing is necessary for us to conduct our business, but not where our interests are overridden by your interests or rights.

	Performance of a contract: We must process your personal information to meet the terms of your contract with us;

	Prevention of fraud: Where we are required to process your data in order to protect us and our customers from fraud or money laundering;

	Vital interests: The processing of your personal information is necessary to protect you or someone else’s life;

	Legal claims: The processing of your personal information is necessary for the establishment, exercise or defence of legal claims or whenever courts are acting in their judicial capacity; and

	Legal obligation: We are required to process your personal information by law.


How do we use your information?


There are a number of ways in which we use your personal information, depending on why you are interacting with us.


If you are a one of our client/member firms


As part of our service


When you apply to join us as a client/member, we will collect certain information about you including your name, phone numbers, email address, bank details and business address. We will also ask you about your business processes, financial information and for answers to questions relevant to the product or service you have applied for. The relevant teams will have access to all of this information. Some of this information will also be made available to other departments as needed, for example the finance team to process your payment information.


The data subjects of our membership varies based on the type of business joining us and could include directors, officers, sole traders, partners, financial advisors and other employees. We process this data to ensure we comply with our contractual obligations we have with you.


To provide you access to software solutions


We use personal information such as your name and business email address to set up and administer access to both Group and Third Party Software solutions. This data is processed on the basis of the contractual obligations we have with you.


To advise you of products and services


We use your personal data to market our services and products by phone, mail and email and this processing is conducted on the basis of our legitimate interests in providing our members with support. You can change your preferences on this marketing activity by contacting our Marketing Department.


We share data with third party product providers and partners for the purpose of them receiving feedback on events you may attend and so that they can provide you with further information on products or services that may be of interest to you.


To keep you safe at events


We use your information to advise our event venue partners of the delegates expected so that they can ensure all health and safety provisions are in place including adhering to any dietary or access requests made. We process this data on the basis of the contractual obligations we have with you.


To support you with running your business and remaining compliant


If you have asked us to provide you with certain services, such as completing your FCA registration or your GABRIEL return, we may collect and process additional information, including identification documents, criminal history and financial information in order to do this. This data is processed on the basis of fulfilling our contractual obligations with you.


If you are a customer of one of our client/member firms


As part of delivering our services to our clients/members


As part of the financial advice process, our clients/members will collect personal information from their customers including name, address, telephone number, email address, financial information and responses as well as health information (in the event it is relevant to the product or service). The processing of this data will be covered under your agreement with your advisor. For the provision of some of our services, our members will from time to time, share their customers information with us, for example as part of our training and competency checks or to allow them to perform certain checks on their customers (for example sanction checks). We will process this data only to satisfy our contractual obligation to our clients/members and it is not used for any other purpose by us.


If you are one of our other customers or a supplier


In order to work with our other customers and suppliers, we will collect information such as the names, contact numbers and email addresses of relevant employees discuss your services, to manage our contractual obligations and billing arrangements. This information may be shared with colleagues within the Group that are involved in our supply chain including finance team members, contract managers and service users.


If we have a legal obligation to do so


Occasionally, we may receive requests from third parties with authority to obtain disclosure of personal data, such as to check that we are complying with applicable law and regulation, to investigate an alleged crime, to establish, exercise or defend legal rights. We will only fulfil requests for personal data where we are permitted to do so in accordance with applicable law or regulation.


How will you obtain my consent when required?


As outlined above, there may be instances where our basis for processing your personal data is that you have provided your consent. In these circumstances, we will explain to you in writing what personal data we need and why, whether we need to disclose your personal data to any third party who and why, how long we will store the personal data, your rights of access to the personal, your options for consenting or refusing to consent or withdrawing consent, and the implications of consenting or refusing to consent or withdrawing consent. Please note that it is not a condition of engagement with us that you have to agree to any request for consent from us. We will only process your personal information without your knowledge or consent where this is required or permitted by law.


Recipients we share your data with


We may share your personal information with the following recipients:


	Provider partners and service delivery companies that support us in the provision of goods and services to you under membership of the Group
	Government bodies and agencies (e.g. HMRC for tax purposes)
	Regulators (e.g. Payment Systems Regulator, Information Commissioner’s Office, Financial Conduct Authority)
	Agents and sub-contractors who help us provide services (we employ other companies and individuals to perform functions on our behalf. Examples include IT support service and performing legal and other professional services. Those companies and individuals have access to your data as needed to perform their functions, but they are not permitted to use it for other purposes)
	Third party service providers (e.g. when we outsource some of the operations of our business to third party service providers. We restrict how such service providers may access, use and disclose your data)
	Credit reference agencies
	Legal and professional advisors, including auditors
	Courts, to comply with legal requirements, and for the administration of justice
	In an emergency to protect your vital interests
	To protect security or integrity of our business operations
	When we restructure our business or have a merger or re-organisation
	Anyone else where we have your consent or as required by law



Transfer of personal data outside the European Union (EU)


We are committed to implementing technical and organisational measures that, by default meet the requirements of the data protection legislation and the appropriate level of security. We will not share your personal data with a third party organisation without a valid business reason, a contract or Data Sharing Agreement in place, or without your consent. We will not transfer your personal data to organisations outside the European Union (EU) unless that country or territory can ensure an adequate level of protection in relation to the processing of your personal data.


Automated decision making including profiling


Your personal data is not subject to automated decision-making, including profiling.


How long do we keep your data?


We retain your data primarily to meet statutory and regulatory obligations; secondly, your data is retained to enable us to pursue our legitimate business interests in relation to our clients, current and future requirements. Our retention schedules are available on request.


In some circumstances, we may anonymise your personal information so that it can no longer be associated with you; in such circumstances we may use such information without further notice to you.


Your rights


You have a number of rights under data protection legislation which, in certain circumstances, you may be able to exercise in relation to the personal information we process about you. These include:


	The right to be informed
	The right of access
	The right to rectification
	The right to erasure
	The right to restrict processing
	The right to data portability
	The right to object



Where we rely on consent as the legal basis on which we process your personal information, you may also withdraw that consent at any time.


If you are seeking to exercise any of these rights, please contact us using the details in the “Contact Us” section below.


Requests, complaints or queries


We try to meet the highest standards when processing personal information. For this reason, we take any requests, complaints or queries we receive about this very seriously. We encourage people to bring it to our attention if they think that our collection or use of information is unfair, misleading or inappropriate.


This privacy notice does not provide exhaustive detail of all aspects of our processing of personal information. However, we are happy to provide any additional information or explanation needed.


If you want to make a query, request, or a complaint about the way we have processed your personal information you can contact us directly:


	By writing to us at our registered address (above)
	By emailing us at DPO@fintelplc.com
	By telephoning us on 01484 439 100



Alternatively, you have the right to lodge a complaint with the regulator which oversees data protection law:


Information Commissioner’s Office

	Wycliffe House

	Water Lane

	Wilmslow

	SK9 5AF

	Tel: 0303 123 1113


Changes to this privacy notice


We keep our privacy notice under regular review. Notifications of changes to this privacy notice will be via email. This privacy notice was last updated in May 2018.
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		Cookies are used on our site to ensure that we give you the best experience on our website. If you continue without changing your settings, we’ll assume that you are happy to receive all cookies on our website.


		Some cookies are essential so you can move around the website and use its features. Without these cookies, some services you've asked for can't be provided. These cookies don't gather information about you that could be used for marketing or remembering where you've been on the internet.


		What are cookies and how do they work?


		Cookies are small bits of text that are downloaded to your computer or mobile device when you visit a website. Your browser sends these cookies back to the website every time you visit the site again, so it can recognise you and can then tailor what you see on the screen.


		Some of the cookies we use


		Certain cookies are necessary in order for you to use our websites. These are used 'in-session' each time you visit and then expire when you leave the site. They’re not stored on your computer and they don't contain any personal data. However, you can delete them via your browser if you wish to, but this will restrict the functions that you're able to carry out on our sites.


		Session cookies


		These enable you to carry out some essential functions on our sites, such as maintaining log in details for the session or a transaction. They also help by minimising the need to transfer information across the internet. They are not stored on your computer and they expire when you terminate your browser session or logout of certain areas.

	


	
		Secure cookie


		A secure cookie is only used when a browser is visiting a server via HTTPS, ensuring that the cookie is always encrypted when transmitting from client to server. This makes the cookie less likely to be exposed to cookie theft via eavesdropping.


		Persistent cookies


		These are used to persist a user's preference across e.g. setting items such as the open status of the carousel, and remain until the expiry date and time set by the web server (or otherwise manually deleted by the user).


		Analytics


		We like to keep track of what pages and links are popular and which ones don't get used so much to help us keep our sites relevant and up to date. It's also very useful to be able to identify trends of how people navigate (find their way through) our sites and help us provide a more friendly solution.


		Third-party cookie


		Google Analytics tracking (and most web tracking software) uses cookies in order to provide meaningful reports about site visitors. However, Google Analytics cookies do not collect personal data about website visitors.


		Managing your cookies


		You’ll find more information about cookies at www.allaboutcookies.org, which gives details on how to delete cookies from your computer. For information on how to do this on your mobile phone browser, please see your handset manual.

	



					

				

			

		
 
	


	
	
	
    
    
    
    
    

	
	
	


	

	

	
	
    
        


    
    


	







  

